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02. EDUCATION BACKGROUND 

i. Educational Institutions Attended (with dates) 

a. Federal University of Agriculture Abeokuta, Nigeria 2016-2023 

b. Federal University of Agriculture Abeokuta, Nigeria 2011-2014 

c. Federal University of Agriculture Abeokuta, Nigeria 2005-2010 

d. Nawair-ud-een High School, Oke-Ijeun Abeokuta, Nigeria 2002-2003 

e. Oroke High School Akungba Akoko, Ondo state, Nigeria 1997-2002 

f. Community Primary School Akungba Akoko, Ondo State 1991-1996 

ii. Academic and Professional Qualifications (with dates) 

a. Ph.D. Computer Science 2023 

b. M.Sc. Computer Science 2014 

c. B.Sc. Computer Science 2010 

d. Senior School Certificate In Education 2003 

iii. Professional Certification Obtained with Dates 

a. CCNA Instructor 



Course 

 

Cisco Certified Network 

Associate 

 

Feb., 2015 

 

b. Advanced Digital 

Appreciation 

Programme for 

Tertiary Institutions 

 

Digital Bridge Institute March, 2014 

 

c. OCA Oracle 11g Database 

Administrator Certified 

Associate 

 

June, 2010 

 

d. SQL Expert Oracle Database SQL Certified 

 

Expert 

 

April, 2010 

 

e. IT Essential CISCO IT Essential June, 2009 

 

PC Hardware &amp; Software 



3. MEMBERSHIP IN PROFESSIONAL BODIES 

i. Member, Nigeria Computer Society (NCS ID: 07868) 

ii. Member, Information Technology Systems &amp; Security Professionals (ITSSP) 

 

4. Prizes, Honours, Scholarship, National and International Recognition 

a. NCS-Jim Ovia Fellowship 2021 

b. Federal Government Scholarship Award for Postgraduate Studies 2014 

c. Ondo State Government Award for Undergraduate Studies (300L) 2009 

5. Research Completed (but not yet published) 

i. ISMD: An Intelligent System for Malware Detection 

ii. DAD-WEBCRYPTO: A Dynamic Approach for Detecting Web-Based Cryptojacking 

iii. Malware Impact Analysis 

6. Research in Progress 

i. AESMBIR: AN Effective Similarity Measure for Bank Information Retrieval 

ii. IPSODAC: Automated Protection of Images in Social Networks Using Sensitive Object 

Detection and Access Control 

7. MAJOR CONFERENCES ATTENDED 

 

i. International Conference of the Nigeria Computer Society themed 

“Communications and e-systems for Economic Stability”, held from 7th to 10th 

August 2023 at Abeokuta, Ogun State. 

ii. International Conference of the Nigeria Computer Society themed “Smart 

Secured and Sustainable Nation”, held from 2 nd to 4 th August 2022 at cultural 

center Kuto. Abeokuta, Ogun State. 

iii. International Conference of Nigeria Computer Society held at Uyo, Akwa Ibom, 

Nigeria. August 3 to 5 th , 2021 

iv. Summer school on Data Science and Machine Learning, organised by the Institute 

of Theoretical Physics Trieste, Italy, from 4 th – 25 th August, 2019 
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